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FRRouting (FRR) is a free and open-source Internet routing protocol suite for Linux and Unix platforms. It 

implements BGP, OSPF, RIP, IS-IS, PIM, LDP, BFD, Babel, PBR, OpenFabric and VRRP, with alpha support for EIGRP 

and NHRP.

FRR’s seamless integration with native Linux/Unix IP networking stacks makes it a general-purpose routing stack 

applicable to a wide variety of use cases including connecting hosts/VMs/containers to the network, advertising 

network services, LAN switching and routing, Internet access routers, and Internet peering.

FRR has its roots in the Quagga project. In fact, it was started by many long-time Quagga developers who 

combined their e�orts to improve on Quagga’s well-established foundation in order to create the best routing 

protocol stack available. We invite you to participate in the FRRouting community and help shape the future of 

networking.
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Introduction to FRR

Traditional routing so�ware is made as a one-process program which provides all of the routing protocol 

functionalities. FRR takes a di�erent approach. FRR is a suite of daemons that work together to build the routing 

table. Each major protocol is implemented in its own daemon, and these daemons talk to a middleman daemon 

(zebra), which is responsible for coordinating routing decisions and talking to the data plane. 

System Architecture
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The GNS3 network topology consists of a SONiC router and an FRR VM (version 8.2.2). The FRR VM acts as a 

router in this setup. Both routers are in the same ASN, which is 65000. A loopback interface (Loopback10) is 

created on SONiC with the IP address 2.2.2.2/32, while a loopback interface (lo) is created on FRR with the IP 

address 3.3.3.3/32. No IP address is assigned to the interfaces between SONiC and FRR. PC1 is in the network 

192.168.10.0/24, while PC2 is in the network 192.168.11.0/24.

Network Topology
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Port Mapping

GNS3 SONiC 

Ethernet 0 Ethernet 0 

Ethernet 1 Ethernet 4 

Ethernet 2 Ethernet 8 

Ethernet 3 Ethernet 12 

Configurations
For the above topology, all hosts and switches are first 

configured before sending tra�c. First, SONiC is 

configured and the same steps are repeated for the FRR 

VM. Command Reference guide is also available on 

GitHub for SONiC, whose link is given here.

https://github.com/sonic-net/sonic-utilities/blob/master/doc/Command-Reference.md#startup-configuration
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Step 1

By default, all interfaces are routed (L3) and IP is assigned to them. To check the status of IP addresses, use the 

following command given below:

Follow these steps to configure SONiC.

• show ip interfaces

Remove the IP addresses to make that interface a switch port (L2). For this, the command is given below:

• sudo config interface ip remove/add <interface_name> <ip_addr>

Note: It is be�er practice to save configurations a�er executing two or three commands by using “sudo config 

save -y” command.

Now Assign IP addresses as per topology and then check the status of interfaces. 
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Step 2

In SONiC, by default BGP is running with ASN 65100. First remove that instance and then configure BGP with 

unnumbered and announce the network by using the following commands given below in the screenshot.

Configurations can be saved using the “write” or “wr” command. Configurations are saved in “/etc/frr/bgpd.-

conf” file.
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Step 3

Assign IP addresses to interfaces by using the following commands given below in the screenshot.

Follow these steps to configure FRR router.

The status of interfaces can be checked by using the following commands given below in the screenshot.
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Step 4

Now configure BGP unnumbered with ASN 65000 and announce the network by using the following commands 

given below in the screenshot.

Step 5

Now check the status of BGP Unnumbered on SONiC.
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Step 6

Now check the status of BGP Unnumbered on FRR router.
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Step 7

Assign IP addresses to hosts PC1 and PC2 by using command given below:

• ip <ip_addr> <subnet mask>

A�er assigning IP addresses, check the status of IP address using command given below:

• show ip
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Result

PC1 to PC2

In conclusion, the implementation of BGP Unnumbered between SONiC and FRR demonstrates its e�ectiveness 

in networking. Once switches and hosts are configured, seamless communication occurs, as seen with PC1 

receiving a response from PC2. The TTL decrement to 62 confirms successful configuration, highlighting the 

robustness of BGP Unnumbered in modern networking environments.
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